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Abstract: 

This study takes a look at how privacy rights in India have changed over the years, 

considering how technology has progressed and how advanced monitoring systems have 

become. It explores the origins of the right to privacy in India, from its use in common law to 

its incorporation into the right to life and personal liberty in Article 21 of the Indian 

Constitution, and how it has evolved over time. The paper analyzes landmark judicial 

pronouncements, particularly the landmark Puttaswamy judgment, which declared privacy a 

fundamental right, while also dissecting its nuances and limitations.  

Further, the study critically examines various facets of contemporary surveillance practices 

in India, including government surveillance programs, data protection concerns arising from 

Aadhaar and other biometric identification systems, and the increasing use of facial 

recognition technology. In light of these technical obstacles, the study evaluates the efficacy 

of current legal and regulatory frameworks for protecting privacy, drawing attention to 

concerns about data security, transparency, and possible abuse. 

Drawing from comparative jurisprudence, the paper explores international best practices in 

privacy protection and suggests potential reforms to strengthen the Indian legal framework. 

It stresses the need of strong data protection laws, procedures for judicial review, and 

increased public awareness in order to strike a balance between real security concerns and 

the basic "right to privacy in the digital era." 
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1. Introduction 

Unprecedented technical developments have changed our lives, our communication, and our 

interactions with the world since the information age began.  However, this rapid 

technological evolution has brought with it an insidious threat to individual liberties, 

particularly the fundamental right to privacy. The ongoing collection, storage, and analysis of 

personal information—often without sufficient protections or meaningful consent—has 

become the norm due to the expansion of digital platforms and advanced surveillance 

technology. 

This confluence of technological advancements and evolving notions of privacy poses a 

significant challenge for legal systems globally, particularly in India. With a burgeoning 

digital economy and a rapidly expanding technological infrastructure, India grapples with the 

complex task of balancing its security imperatives with its “citizens' fundamental right to 

privacy.” 

Analyzing the constitutional underpinnings, the influence of seminal court rulings, and the 

difficulties presented by contemporary monitoring technology, this article provides a 

thorough investigation of "the right to privacy in the digital era" in India. It delves into the 

legal and ethical implications of data collection, storage, and processing in the Indian context, 

highlighting existing legal safeguards and proposing areas for reform. 

2. “Historical Evolution of the Right to Privacy in India” 

Unlike some Western jurisdictions where the right to privacy enjoys explicit constitutional 

recognition, India's journey towards recognizing this fundamental right has been through 

judicial interpretation and evolution.  Even though it isn't stated anywhere in "the Indian 

Constitution," the right to privacy is a cornerstone of individual liberty and respect.  

2.1.Early Developments: From Common Law to Constitutional Underpinnings 

The earliest acknowledgment of privacy rights in India can be traced back to common law 

principles borrowed from English jurisprudence. The landmark case of “Semayne's case 

(1604)”, which established the principle of "every man's house is his castle," formed the 

bedrock of privacy protection within private dwellings. This common law principle found its 

way into the Indian legal system through judicial pronouncements and became an essential 

aspect of safeguarding privacy within the home. 
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But in India, one's right to privacy does not stop at one's physical location. In the landmark 

decision of "Kharak Singh v. State of U.P. (1963)", the Indian Supreme Court upheld the 

right to privacy as a basic human right derived from Article 21, which ensures "the right to 

life and personal liberty." While the court in Kharak Singh struck down certain surveillance 

practices as being violative of personal liberty, it fell short of explicitly recognizing a right to 

privacy.  

2.2.The Turning Point: Recognizing Privacy as a Fundamental Right 

The watershed moment in the evolution of privacy rights in India came in 2017 with the 

landmark judgment of “Justice K.S. Puttaswamy (Retd.) v. Union of India (2017)”, 

popularly known as the "Puttaswamy judgment" or the "Privacy judgment." A nine-judge 

bench of the Supreme Court unanimously declared that the right to privacy is a fundamental 

right protected under Article 21 of the Constitution. The court held that the right to privacy is 

an intrinsic part of the right to life and personal liberty, encompassing various aspects of 

human existence, including bodily integrity, personal information, and decisional autonomy. 

The Puttaswamy ruling was widely celebrated as a significant win for privacy activists. It 

established a strong legal framework that would continue to protect individual privacy even 

as technology advances at a fast pace.  The judgment also placed a significant emphasis on 

the need for data protection legislation and emphasized the importance of judicial oversight 

over surveillance activities. 

3.  Technological Advancements and Surveillance in India 

While the Puttaswamy judgment provided a strong legal foundation for privacy protection, 

the rapid evolution of technology and increasing surveillance capabilities pose significant 

challenges to its implementation. The increasing ubiquity of the internet, coupled with 

sophisticated data analytics and artificial intelligence, has made it easier than ever “to collect, 

store, and analyze vast amounts of personal data.”  This proliferation of personal data has 

created fertile ground for various forms of surveillance, threatening the very core of 

individual privacy. 

3.1.“Government Surveillance Programs: Striking a Balance Between Security and 

Liberty” 
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One of the most significant challenges to privacy in the digital age stems from government 

surveillance programs.  Governments worldwide are increasingly relying on sophisticated 

surveillance technologies to monitor online activities, intercept communications, and collect 

data on their citizens, often in the name of national security or law enforcement.  

In India, concerns regarding government surveillance came to the fore with the revelations of 

“the Central Monitoring System (CMS) and the Network Traffic Analysis System 

(NETRA),” allowing government agencies to intercept and monitor communications without 

adequate safeguards or judicial oversight. These programs raised serious concerns regarding 

“mass surveillance, potential abuse of power, and the chilling effect on freedom of 

expression.” 

The Puttaswamy judgment recognized the legitimate security interests of the State but 

emphasized “that any infringement on the right to privacy must be proportionate, necessary, 

and backed by a law that meets the tests of reasonableness and proportionality.”  The 

judgment called for robust safeguards, including judicial oversight, to prevent the misuse of 

surveillance powers. 

3.2. Aadhaar and Biometric Identification: Data Protection and Privacy Concerns 

From the very beginning, the highly ambitious biometric identification system Aadhaar, 

which is being developed in India, has sparked heated controversy and discussion.  While the 

government argues that Aadhaar is crucial for efficient service delivery and curbing 

corruption, critics raise serious concerns regarding its potential for mass surveillance, data 

breaches, and function creep. 

The Aadhaar program was maintained by the Supreme Court in the case of "Justice K.S. 

Puttaswamy (Retd.) v. Union of India (2018)" (the "Aadhaar judgment"). However, the court 

did strike down several parts of the program that were considered too intrusive and excessive.  

The court stressed that "the right to privacy" is not inviolable and may be qualified by 

reasonable limitations, provided that such limitations are carefully designed to accomplish a 

valid governmental goal. 

As a result of the Aadhaar ruling, the Indian government passed the Personal Data privacy 

Bill, 2019 to strengthen data privacy laws.  However, the bill itself has faced criticism for 

containing broad exemptions for the government and lacking adequate safeguards for 

sensitive personal data.  
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3.3.Facial Recognition Technology: Concerns about Mass Surveillance and Bias 

The increasing use of “Facial Recognition Technology (FRT) by law enforcement agencies” 

and private entities in India has raised significant concerns regarding mass surveillance, 

profiling, and potential bias.  FRT systems, while touted for their efficiency in identifying 

individuals, are susceptible to errors, particularly when used on marginalized communities 

and people of color. 

The deployment of FRT in public spaces without adequate legal frameworks, transparency, 

and public consultation raises serious questions about its impact on privacy and civil liberties.  

“The potential for FRT to be used for discriminatory profiling, tracking” individuals' 

movements, and chilling dissent makes it imperative to establish strict legal safeguards and 

ethical guidelines for its use.  

4. “Legal and Regulatory Framework: Protecting Privacy in the Digital Age” 

India's legal framework “for protecting privacy in the digital age” is currently undergoing 

significant development. While the Puttaswamy judgment laid the groundwork for 

recognizing privacy as a fundamental right, translating this right into tangible legal 

protections requires a multi-pronged approach, encompassing legislation, regulatory 

frameworks, and judicial oversight.  

4.1.“The Information Technology Act, 2000:” Limited Scope and Enforcement Challenges 

“The Information Technology Act, 2000 (IT Act) was one of the earliest legislative attempts 

to address issues related to cyberspace in India.”  However, the IT Act, enacted before the 

widespread adoption of social media and cloud computing, has limited scope in addressing 

contemporary privacy concerns arising from data collection and surveillance practices.  

While “the IT Act contains provisions related to data protection,” its primary focus is on 

cyber security and e-commerce.  Moreover, the penalties prescribed under the IT Act for data 

breaches and privacy violations are often seen as inadequate, deterring effective enforcement. 

4.2.“The Personal Data Protection Bill, 2019: A Step Towards Comprehensive Data 

Protection?” 

In an effort to establish a thorough data protection framework for India, "the Personal Data 

Protection Bill, 2019," was proposed in the Parliament in response to the Supreme Court's 

statements in the Puttaswamy and Aadhaar verdicts.  The bill's goal is to control how both 
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public and private organizations handle personal information, taking a page out of the "EU's 

General Data Protection Regulation (GDPR)." 

“Key provisions of the bill include:” 

“Definition of Personal Data:  The bill defines "personal data" broadly, encompassing any 

information related to an identifiable natural person. 

Principles of Data Processing:  It lays down principles for data processing, including 

consent, purpose limitation, data minimization, and accuracy.  

Rights of Data Principals:  The bill grants individuals (data principals) rights such as the 

right to access, correction, and erasure of their personal data.  

Data Protection Authority: It proposes the establishment of a Data Protection Authority 

(DPA) responsible for enforcing the provisions of the bill.” 

While “the Personal Data Protection Bill” is a step in the right direction, it has faced criticism 

for several reasons, including: 

Broad Exemptions for the Government: Concerns remain regarding the broad exemptions 

granted to “the government for processing personal data without consent” in the interest of 

"national security" and "public order." 

Data Localization Requirements: The bill's data localization requirements, mandating the 

storage of certain categories of data within India, have raised concerns regarding their impact 

on businesses and the free flow of data.  

Lack of Clarity on Sensitive Personal Data: Critics argue that the bill lacks clarity on the 

definition and protection of "sensitive personal data," which requires a higher level of 

protection.  

The Personal Data Protection Bill is yet to be passed by the Parliament and remains subject to 

further deliberations and potential amendments.  

Judicial Oversight and the Role of the Courts: 

When it comes to defining the boundaries of private rights in India, the judiciary—and the 

Supreme Court in particular—have been essential.  By upholding the right to privacy and 

placing constraints on the powers of the government to spy on its citizens, the seminal 
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decisions in "Kharak Singh, Puttaswamy, and Aadhaar" have greatly advanced the field of 

privacy law. 

The courts have also emphasized the importance of proportionality and the need for the 

government to demonstrate a compelling state interest to justify any infringement on privacy 

rights.  Furthermore, the judiciary has played an active role in scrutinizing government 

policies and programs that impact privacy, such as the Aadhaar project and the use of facial 

recognition technology.  

In order to maintain a balance between genuine security concerns and individual freedoms, it 

is essential that the Indian court takes the initiative to protect privacy rights.  Judicial review 

and the growth of privacy jurisprudence allow the courts to safeguard basic rights in the 

digital era and act as a crucial check on executive authority. 

5. Comparative Perspective: International Best Practices in Privacy Protection 

India can learn valuable lessons from international best practices in privacy protection, 

incorporating successful models and adapting them to its unique socio-political context.  This 

section examines privacy laws and regulations in other jurisdictions, highlighting key aspects 

that can inform India's ongoing efforts to strengthen its legal framework. 

5.1.“The European Union's General Data Protection Regulation (GDPR): A Global 

Benchmark” 

One of the most extensive data protection systems internationally is "the General Data 

Protection Regulation (GDPR) of the European Union," which became effective in 2018.  

Privacy rights have been revolutionized by the General Data Protection Regulation (GDPR), 

which is having an impact on data protection legislation worldwide. 

Key features of GDPR that India can learn from include:  

Broad Scope and Extraterritorial Application:Regardless of the organization's location, the 

General Data Protection Regulation (GDPR) applies to all organizations that handle personal 

data of EU residents.  

Data Subject Rights:It provides people with strong rights as data subjects, such as the 

capacity to access, rectify, erase (the "right to be forgotten"), and transfer their data.  

“Data Protection Principles: The GDPR enshrines data protection principles such as purpose 

limitation, data minimization, and accuracy.” 
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Strong Enforcement Mechanisms: It includes stringent penalties for non-compliance, 

including hefty fines and other corrective measures. 

While the GDPR is not without its critics, its comprehensive approach to data protection and 

focus on individual rights provide valuable lessons for India as it strives to develop a robust 

data protection regime. 

5.2.Other Jurisdictional Approaches: Learning from Diverse Models 

Apart from the GDPR, India can draw inspiration from “privacy laws and regulations” in 

other jurisdictions, such as: 

“The California Consumer Privacy Act (CCPA):”Consumers in California now have more 

say over their data thanks to the California Consumer Privacy Act (CCPA). They may request 

access to their data, have it erased, and choose not to have it sold.  

“Brazil's General Data Protection Law (LGPD):” The LGPD, which takes its cues from the 

GDPR, sets standards for the handling of personal data in Brazil, with an emphasis on the 

rights and responsibilities of data subjects.  

By studying diverse models and adapting international best practices, India can tailor its data 

protection framework to address its specific needs and challenges. 

6. Recommendations and the Way Forward: Striking a Balance Between Privacy and 

Security 

Protecting “the right to privacy in the age of surveillance” is a complex and multifaceted 

challenge that requires a multi-pronged approach.  While India has taken significant strides in 

recognizing privacy as a fundamental right, translating this right into tangible legal 

protections requires sustained efforts from various stakeholders, including the legislature, the 

judiciary, and civil society. 

6.1. Strengthening the Legal Framework: Data Protection, Surveillance Reform, and 

Judicial Oversight 

Enacting a Robust Data Protection Law:  The enactment of a comprehensive data protection 

law that enshrines data subject rights, promotes data security, and establishes independent 

oversight mechanisms is paramount.  The Personal Data Protection Bill, with necessary 

amendments to address concerns regarding government exemptions and data localization 

requirements, can serve as a foundation for a robust data protection regime. 
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Reforming Surveillance Laws: India's existing surveillance laws, often criticized for their 

colonial legacy and broad scope, require urgent reforms to ensure they are compliant with 

constitutional principles and international human rights standards.  Reforms should focus on 

narrowing the scope of surveillance powers, introducing judicial oversight mechanisms, and 

enhancing transparency and accountability. 

Strengthening Judicial Oversight:  The judiciary has “a crucial role to play in safeguarding 

privacy rights and ensuring” that any restrictions on privacy are proportionate, necessary, and 

backed by law.  The courts must continue to interpret and enforce privacy rights dynamically, 

adapting to the evolving technological landscape. 

6.2.Promoting Transparency, Accountability, and Public Awareness 

Enhancing Transparency and Accountability:“Transparency and accountability are 

essential for building public trust and ensuring the responsible use of surveillance 

technologies.”  Government agencies and private entities handling personal data must be 

transparent about their data collection, storage, and processing practices.  Independent 

oversight mechanisms and regular audits can help ensure compliance with privacy 

regulations. 

Raising Public Awareness:  An informed citizenry is crucial for safeguarding privacy rights.  

“Public awareness campaigns can educate individuals about their privacy rights, the risks 

associated with data collection and surveillance, and the importance of using technology 

responsibly.” 

Fostering Collaboration and Dialogue:  Protecting privacy in the digital age requires a 

“collaborative approach involving the government, private sector, civil society,” and 

technical experts.  Multi-stakeholder dialogues can facilitate the exchange of ideas, best 

practices, and solutions to address emerging challenges. 

7. Conclusion 

Despite its omission from the Indian Constitution, the right to privacy is considered a basic 

human right that is essential to respect for individuality and autonomy.  The journey towards 

securing this right in the digital age is ongoing, requiring a nuanced understanding of the 

evolving technological landscape, potential threats to privacy, and the need for robust legal 

safeguards. 
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India's legal framework for privacy protection is constantly evolving, with the judiciary 

playing a pivotal role in shaping its contours.  The landmark Puttaswamy judgment, declaring 

privacy a fundamental right, marked a significant milestone in this journey.  However, 

translating this right into tangible protections requires comprehensive data protection 

legislation, robust oversight mechanisms, and a commitment to transparency and 

accountability. 

Finding a middle ground between security needs and people's basic right to privacy is critical 

as India navigates the digital landscape.  India has the opportunity to reap the advantages of 

technology while protecting its people' basic rights if it adopts a human rights-centric 

strategy, promotes a privacy culture, and actively participates in constructive debate.  
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