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___________________________________________________________________________________________________  

  

Abstract:  

In the contemporary global context, women face a number of issues, including 

harassment by other women. Our proposal is to create a system that combines many 

devices. The hardware consists of a portable system that is constantly in 

communication with a logical phone with internet connectivity. An ESP8266 Node 

MCU, a SIM800L GSM module, a Neo-6M GPS module, a buzzer, and a push button 

make up the system. In this project, a lady must touch the device's panic button if she 

feels threatened. After activation, the device uses GPS (Global Positioning device) to 

track the user's current location and GSM (Global System for Mobile communication) 

to send an emergency message to the police control room and the registered mobile 

number. The position is continuously tracked and updated into the webpage using an 

IoT module. 

The primary benefit of this idea is that, because to its compact size and ability to 

protect women, it can be taken anywhere.  
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__________________________________________________________________________  
  

1. Introduction   

  

In today's world, protecting women's safety and security is crucial, yet it is still an ongoing 

problem. The safety precautions that are already in place frequently fall short of 

adequately protecting women in a variety of settings, despite repeated efforts to address 

gender-based violence and harassment. With cutting-edge technology solutions, the 

Internet of Things (IoT) offers a promising path toward improving women's safety. This 

study presents an Internet of Things (IoT)-based women safety device that uses the power 

of linked devices to offer emergency response, real-time monitoring, and 

communication.Women experience particular safety issues and difficulties on a daily 

basis, such as harassment on the street and domestic abuse. These dangers have the 

potential to significantly impact women's wellbeing by restricting their freedom of 

movement and ability to engage in a variety of activities. A comprehensive strategy 

integrating technology innovation with public awareness and support is needed to address 

these issues. The goal of the Internet of Things-based women safety gadget is to close this 
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gap by providing a proactive and adaptable safety solution that is suited to the 

requirements of women in various situations.  

 

2. Objective  

  

A women safety gadget that makes use of IoT technologies aims to offer complete safety 

solutions that are adapted to the unique requirements and difficulties that women 

encounter in a variety of settings. These devices are primarily intended to improve 

personal security by providing instant access to support systems and assistance in times of 

need. Fast interventions are made possible by real-time monitoring and reaction 

capabilities, which are made possible by features like automatic warnings and panic 

buttons. Help can be dispatched effectively by using GPS and other positioning technology 

to ensure accurate location tracking. Proactive risk mitigation can also be facilitated by 

these devices' potential integration of preventive features like smart warnings that are 

triggered by user behavior or environmental variables. These gadgets help women appear 

secure and in charge, enabling them to go through everyday life fearlessly and promoting 

their autonomy. Additionally, by having features like audio-visual recording, these gadgets 

facilitate the gathering of evidence, assisting legal proceedings and holding offenders 

accountable. The overall goal is to make women's environments safer, fight for societal 

change, and increase awareness of safety issues all while continuously changing to match 

the changing demands of users and technical improvements. 

  

3. Proposed System 

A reliable way to improve security can be provided by a women's safety gadget that uses 

NodeMCU, GPS, and GSM modules in conjunction with IoT technologies. The system 

tracks the user's location in real-time by integrating a NodeMCU microcontroller with 

GPS functionality. Users can press a button to sound an alert in case of emergency, which 

causes the NodeMCU to send preconfigured contacts an SOS message with the user's 

coordinates using the GSM module. For continuous monitoring, it is optional to send 

location updates continuously. In order to extend the battery life, the gadget has power-

saving capabilities and feedback systems like LEDs or an LCD screen for the user 

interface. Firmware is responsible for data parsing, GSM connectivity, and power 

management. Users can store emergency contacts and adjust settings through a companion 

mobile app or web interface. Data encryption and secure transmission are two examples of 

security solutions that protect user privacy and prevent unwanted access. Iterative 

improvements are driven by field testing and user input prior to mass manufacturing and 

deployment, providing women with a covert yet efficient way to request help in hazardous 

situations. 

  

4. Block Diagram  
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Fig 1 : Block Diagram of Women safety device 

5. Working Principle  

  

Using NodeMCU, GPS, and GSM modules, an IoT-powered women's safety 

device provides a complete solution for improving personal security. The technology 

works on a straightforward but efficient principle: a woman can use a button or gesture 

sensor to activate the device in the event that she feels threatened or comes across an 

emergency. The NodeMCU microcontroller, which is coupled to the GPS and GSM 

modules, comes to life when it is turned on. Using the GPS module, it quickly determines 

the user's current location coordinates. It then uses this crucial information to send an 

SOS message over the GSM network to specified emergency contacts, which might be 

friends, family, or law enforcement. For continuous surveillance, the device has the 

option to continuously update the user's location.Power-saving techniques are 

incorporated into the system to ensure extended functionality. This kind of gadget greatly 

improves women's safety and peace of mind in a variety of settings by giving them a 

discrete and trustworthy way to ask for assistance in difficult situations. 

 

6. Implementation  

 There are various important phases involved in implementing a women's safety 

gadget with GPS and GSM capabilities using IoT and NodeMCU. It is first necessary to 

construct and integrate the hardware, which includes the NodeMCU microcontroller, GPS 

module, GSM module, and related peripherals, into a small, portable enclosure. To 

communicate with the GPS module and the GSM module to send SOS messages and 

receive precise location data, the NodeMCU firmware must be written. In order to initiate 

alerts, this firmware should also be able to process user input from buttons or gesture 

sensors. To guarantee long-term functionality and optimize battery usage, power 

management features should also be included. 
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 In addition, a companion web application or mobile application can be created to let 

users change device status, add or remove emergency contacts, and adjust settings. To 

give users and their loved ones even more peace of mind, this interface may also send 

notifications and real-time location tracking to selected contacts. 

Finally, to guarantee the system's performance and dependability in real-world 

situations, extensive testing and validation are essential. This include conducting user 

acceptability testing to get input and make any required adjustments, as well as testing the 

device's GPS and GSM operation in a variety of settings. The gadget can be made 

available to consumers after it has been properly tested and put into operation, providing 

them with an effective tool for improving their personal safety and security. 

  

  

7. Results  

  

The outcome of integrating NodeMCU, GPS, and GSM modules with IoT 

technologies to create a women's safety gadget is a powerful solution that greatly improves 

personal security. By combining these technologies, the gadget gives women a strong yet 

covert way to ask for assistance in dangerous circumstances. Upon activation, by pressing a 

button or using a gesture sensor, the gadget quickly uses the GPS module to determine the 

user's exact location and transmits this information to pre-designated emergency contacts via 

a GSM network SOS message. With the ability to communicate in real-time, assistance can 

be requested quickly, thereby averting harm or deescalating dangerous circumstances. To 

give even more peace of mind, the gadget can also provide continuous surveillance by 

periodically updating the contacts who have been designated with its location. The gadget 

guarantees extended operation with the thoughtful application of power-saving technologies, 

making it a dependable partner for women in a variety of settings. In summary, this 

approach not only increases women's protection but also gives them self-assurance and 

tranquility, enabling them to go through the world with more security and independence. 

  

   Fig 2. Hardware Implementation of Women safety device 
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    Fig 3. Message Received by Family members/friends 

 

The above figure shows that the message and the location received by the family or the 

friends by the victim which was already registered in the code. When they click on the link 

the current location of the victim will appear. 

 

 

     Fig 4. Current Location of the victim 

 

The above figure shows the exact location of the victim. We can track the location minute, 

the movement of the victim can also be observed by this. 
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Fig 5.Longitude and latitude values of the victim 

 

8. Conclusion:  

  

In conclusion, a Women Safety gadget that makes use of IoT technology provides a 

comprehensive answer to women's safety issues. Through the integration of several sensors, 

communication modules, and sophisticated algorithms, Users of such a device benefit from 

real-time monitoring, prompt support, and peace of mind. By utilizing features such as fall 

detection, GPS tracking, panic buttons, and audio/video recording capabilities, users can 

notify emergency services or specified contacts in the event of danger. The cloud 

connectivity of the system guarantees data storage and accessibility, while robust encryption 

algorithms protect user security and privacy. Additional factors that promote wider 

awareness and adoption of the gadget include its integration with mobile apps, community 

involvement programs, and user education activities. In the end, we may strive toward 

establishing safer and more inclusive environments by equipping women with easily 

available and trustworthy safety technology. 

 

8. Future Scope 

  In the future we can implement this project using facial expressions and video analysis using 

matlab and embedded systems with in a particular location video frame is detected using 

camera human object present in a frame is identified. If more than two persons are present in 

a frame and the distance between two are less than a threshold, the servo motor will rotate to 

that region and their movement is tracked. If there is a random movement is present, the 

gender detection gets activated and at least one woman is present in that particular frame 

then facial feature points are acquired using the second camera. Within the system the real 

time acquired facial features are compared with a data base for identifying the current facial 

expression. If the facial expression of women is fear or anger the message will send to the 

control room and an alarm will be activated in the surroundings. The system which we 

implemented is only a prototype as an initiative step towards women safety in public places. 
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